Phishing attacks doubled in the past year at the University of Minnesota.

Take action to help protect your W-2 and direct deposit information in the event your password is stolen.

**HOW IT WORKS**

Rather than relying on your password alone, Duo Two-Factor Protection uses a second layer of authentication.

1. Something you know (your Internet ID and password), and
2. Something you have (a registered mobile device or landline telephone).

**OPT IN**

Duo Two-Factor Protection for W-2 and Direct Deposit.

1. Log into MyU.
2. Click on the "My Info" tab, then
3. Click the "Duo Two-Factor Protection" link found at the bottom of the page to get started.
**SECURE** a personal computer, mobile device, or tablet at z.umn.edu/securesteps.

**CREATE** strong passwords or passphrases by using a combination of uppercase and lowercase letters, numbers, and special characters.

Do not share your passwords or use the same phrase for multiple accounts, and change your password periodically.

**LEARN** more about recent and common phishing scams at phishing.it.umn.edu.

**REPORT** information security incidents to University Information Security at abuse@umn.edu.

**QUESTIONS?** Contact the Information Security team at infosecurity@umn.edu or visit it.umn.edu/safe-computing.